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1 Introduction

There are two parts to the current Data Protection Legislation

· Notification and registration with the Information Commissioner

· Compliance with the principles of the Data Protection Act

The Data Protection Act as legislation is designed to protect the individual and to be helpful.

2 Principles
If your Club holds information about individuals, it is a data controller and must comply with the ‘principles’.  There are eight principles put in place by the Data Protection Act 1998 to make sure that information is handled properly.

These state that data must be:

· Fairly and lawfully processed

· Processed for limited purposes

· Adequate, relevant and not excessive

· Accurate

· Not kept for longer than is necessary

· Processed in line with an individual’s rights

· Kept secure

· Not transferred to countries outside of the EEA without adequate protection.

By law data controllers have to keep to these principles.

The issues surrounding the Data Protection Act can be discussed by telephoning the ‘Data Protection Help Line’ 01625 545 745. In essence, if your Club holds information about individuals, it has a duty of care to those individuals.  Quite simply, if you ask yourself how you would like information about you to be shared (or not) in the same situation, you probably won’t go far wrong. The key is to be open and transparent and remove opportunities for misinterpretation.  Ask yourselves what your Club tells people about what their information will be used for. There may need to be a review of this information to make sure that people giving their details to the Club are under no illusion as to exactly what their information is going to be used for, or how long it will be kept.
Note: In considering the content of a policy before adopting it, you should consider the level of difficulty in adhering to it once the club has adopted it. If particular sections cause difficulty you should consider what the club would do (for example under section 4 of the Data Protection Policy template, would you actually be able to delete irrelevant information?).
3 Notification
Once compliance with the Data Protection Principles has been established, Committees should review whether the Club ought to ‘notify’ the Information Commissioner by registering. This needs to be done on an annual basis; the fee is currently £35 per year.

Not registering when you should is a criminal offence.

Question: How does a Club know whether it needs to notify?

In general, not-for-profit organisations don’t need to register. However, this general principle is undermined by different exceptions which if applicable to a club will mean that a club must register. These exceptions include [trading or sharing in individual’s personal data (for instance to a sponsor) and] the holding of information for educational purposes. As gliding clubs, in general, carry out training each club will need to decide whether that is its primary purpose. The BGA is not qualified to pass comment on whether a particular gliding club should or shouldn’t register.

The Information Commissioners Office has a very helpful website on the subject at www.ico.gov.uk where specific guides can be found. On their home page, click the link ‘Notify’ (on the right hand side of the page) to find an on-line assessment and a ‘Notification Handbook’. The Standard Business Purposes aren’t so relevant to gliding, but it is suggested that you follow the rest of it.

There is also the option to notify voluntarily. At £35pa, this may be a worthwhile option, although you should bear in mind that you will then have to keep the notification up to date.

4 Useful Information
Useful information on the website http://www.ico.gov.uk
· Notification Handbook and on-line assessment of an organisation’s need to notify

· Small Business Guidance

· Charities and Marketing Practice under Good Practice Notes

· Quick Guide to Employment Practice Code for those gliding clubs who employ staff

· CCTV guidance for any clubs who have pan and tilt CCTV

You can also sign up to register to receive email updates on the subject.
5 Advice
· Read the website

· Review the 8 principles, what sort of information your Club holds and why

· Phone the advice line 01625 545 745

· Work out whether your Club needs to notify

· Take the relevant action; documenting both the action taken and the reasons for taking it

6 Data Protection Policy
A Data Protection Policy template follows on the next page.    
Data Protection Policy
1. [Enter Club Name Here] (“the Club”) holds two types of information which are covered by this policy
 - personal information – information about individuals such as names, addresses, job titles, flying experience and qualifications.
– sensitive personal information – in general this kind of information is only held about employees. There are, however, instances where sensitive information is held about other people. 

The people about which the Club holds information are referred to in this policy as data subjects.


2. The Club will not hold information about individuals without their knowledge and consent.

3. The Club will only hold information for specific purposes. It will inform data subjects what those purposes are. It will also inform them if those purposes change.
4. Information will not be retained once it is no longer required for its stated purpose.


5. The Club will seek to maintain accurate information by creating ways in which data subjects can update the information held.


6. Data subjects will be given the option not to receive marketing mailings from the Club or other organisations (but see 3 above).


7. Data subjects will be entitled to have access to information held about them by the Club.

8. The Club may disclose information about data subjects to the British Gliding Association (BGA). A copy of the BGA’s Data Protection Policy is available on request from the BGA Office.
9. Except for the provisions of Clause 8 above, information about data subjects will not be disclosed to other organisations or to individuals who are not members of the Club staff or Committee members [amend as required] except in circumstances where this is a legal requirement, where there is explicit or implied consent (for instance in relation to release of medical information in case of an emergency) or where the information is publicly available elsewhere.
10. The Club has procedures for ensuring the security of all personal data. Paper records containing confidential personnel data are disposed of in a secure way.


11. The Club has a set of procedures covering all areas of its work which it follows to ensure that it achieves the aims set out above.


12. The [Enter Role Title of Designated Officer] has been designated as the Data Protection Compliance Officer for the Club.


13. At the beginning of any new project or type of activity the club member or member of staff managing it will consult the [Enter Role Title of Designated Officer] about any data protection implications. 

14.  There may be situations where the Club works in partnership with other organisations on projects which require data sharing. The Club will clarify which organisation is to be the Data Controller and will ensure that the Data Controller deals correctly with any data which the other organization has collected.

15. All new staff will be given training on the data protection policy and procedures.


16. The Club will carry out an annual review of its data protection policy and procedures.

This policy was adopted at a meeting of [type your club's name here]

Held on [type date of meeting here]
Signed on behalf of the Management Committee 





Role of signatory (e.g. Chairman etc) 
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